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Solution of Problem 1
It holds a | b« Jk € 7Z with ak = b.

a) Show that from a | b and b | ¢ it follows that a | c.
alb=Tki €Z:b=k -a
ble= Tk €Z:c=ky-b
=c=k ky-a
=k=k ks
=3dkecZ:c=k-a
=alc

b) Show that from a | b and ¢ | d it follows that (ac) | (bd).
a|lb=Tki €Z:b=Fk -a
cld= Tk €Z:d=ky-c
=b-d=ki-a-ky-c
=k =k -k
=3dkcZ:b-d=k-a-c
= (a-¢) [ (b-d)

c) Show that from a | b and a | ¢ it follows that a | (zb+ yc) V z,y € Z.
alb=Tki €Z:b=k -a
=xE€l,x-b=uxky-a
alc=>TFks €Z :c=ky-a
=Sy e,y -c=yky-a
xb+yc = zky - a+ yko - a = (vky + yko)a
= k= ok + yko
=3dkeZ:(xb+yc)=k-a
= a | (zb+ yc)

Solution of Problem 2

a) Let a,b,m € Z. Show that if ged(a,b) = 1, then ged(ab, m) = ged(a, m) ged(b, m).

Solution:

Write @ and b in terms of their prime factorizations, t;,u; € N.

ko 4.
J— 1
a= Hi:1 b;



By assumption we have ged(a, b) = 1, which means that for all indices 4, j it hold p; # ¢;.
Thus, those two products have no common divisor greater than 1.

Write m in terms of its prime factorization, though we add the prime factors of a, b.
Hence, in this representaion the exponents ¢; and 4; might be zero, but v; € N.

kq fz kb U km v
m= Hz’:lpi Hj:l U § n
Moreover, the primes r; shall be unequal to all the primes occuring in the prime

factorization of a and b. Hence, the representation is unique.

The greatest common divisor of interest here yields:

ka 4, ks w vrke i 1ok 4 vrEm o
ged(ab, m) = ged (Hzl phi Hj; g, Hi:1 ph Hj; o’ 11" i l)
ko t! k u’.
= Hz‘:1 i’ Hj; q;" = ged(a, m) ged(b,m),
where

t; = min{t;, ;},
uy = min{u;, i;}.
b) Let a =b =2, m =4, then

ged(ab,m) = ged(4,4) = ged(2,4) ged(2,4) = 4 = ged(a, m) ged(b, m), but obviously
ged(a, b) = 2.

Solution of Problem 3

It is helpful to organize the plaintext m = (ms, ms, ms,...,my) in a matrix with [ rows
and k columns as shown on the left hand side. The second matrix on the right hand side
describes the mapping of the positions to the ciphertext.

myr Myyr 0 Mk—1)i+1 1 2 - k
: Mii—1 : (l—l)k

From this the encryption of the Scytale is described by a permutation 7 with:

(12 . l I+1 ... (k=1I+1 ... ki—1 Kk
T\ k+1 o (=Dk+1 2 . k o (=Dk K



